Contract number: N00024-20-D-6354/N00024-25-F-6300

Date: 11/1/2024

Clause Number Title

52.203-3 Gratuities APR 1984

52.203-5 Covenant Against Contingent Fees MAY 2014

52.203-6 Restrictions On Subcontractor Sales To The Government JUN 2020

52.203-7 Anti-Kickback Procedures JUN 2020

52.203-8 Cancellation, Rescission, and Recovery of Funds for Illegal or MAY 2014
Improper Activity

52.203-10 Price Or Fee Adjustment For Illegal Or Improper Activity MAY 2014

52.203-12 Limitation On Payments To Influence Certain Federal JUN 2020
Transactions

52.203-13 Contractor Code of Business Ethics and Conduct NOV 2021

52.203-19 Prohibition on Requiring Certain Internal Confidentiality JAN 2017
Agreements or Statements

52.204-2 Security Requirements MAR 2021

52.204-4 Printed or Copied Double-Sided on Postconsumer Fiber MAY 2011
Content Paper

52.204-9 Personal Identity Verification of Contractor Personnel JAN 2011

52.204-10 Reporting Executive Compensation and First-Tier JUN 2020
Subcontract Awards

52.204-13 System for Award Management Maintenance OCT 2018

52.204-18 Commercial and Government Entity Code Maintenance AUG 2020

52.204-19 Incorporation by Reference of Representations and DEC 2014
Certifications.

52.204-23 Prohibition on Contracting for Hardware, Software, and DEC 2023
Services Developed or Provided by Kaspersky Lab Covered
Entities

52.204-27 Prohibition on a ByteDance Covered Application JUN 2023

52.209-6 Protecting the Government's Interest When Subcontracting NOV 2021
With Contractors Debarred, Suspended, or Proposed for
Debarment

52.209-9 Updates of Publicly Available Information Regarding OCT 2018
Responsibility Matters

52.209-10 Prohibition on Contracting With Inverted Domestic NOV 2015
Corporations

52.210-1 Market Research NOV 2021

52.211-5 Material Requirements AUG 2000

52.215-2 Audit and Records--Negotiation JUN 2020

52.215-8 Order of Precedence--Uniform Contract Format OCT 1997

52.215-9 Changes or Additions to Make-or-Buy Program OCT 1997

52.215-11 (Dev) Price Reduction for Defective Certified Cost or Pricing Data-- OCT 2021
Modifications (DEVIATION 2022-00001)

52.215-13 (Dev) Subcontractor Certified Cost or Pricing Data - Modifications OCT 2021
(Deviation 2022-00001)

52.215-14 Integrity of Unit Prices NOV 2021

52.215-15 Pension Adjustments and Asset Reversions OCT 2010

52.215-17 Waiver of Facilities Capital Cost of Money OCT 1997

52.215-18 Reversion or Adjustment of Plans for Postretirement Benefits JUL 2005
(PRB) Other than Pensions

52.215-19 Notification of Ownership Changes OCT 1997

52.215-21 Alt 11 Requirements for Certified Cost or Pricing Data and Data OCT 1997
Other Than Certified Cost or Pricing Data -- Modifications
(NOV 2021) - Alternate II

52.215-23 Limitations on Pass-Through Charges JUN 2020

52.216-7 Allowable Cost And Payment AUG 2018

52.216-8 Fixed Fee JUN 2011




52.216-12 Cost-Sharing Contract--No Fee APR 1984
52.219-4 Notice of Price Evaluation Preference for HUBZone Small OCT 2022
Business Concerns
52.219-8 Utilization of Small Business Concerns FEB 2024
52.219-9 Alt 11 Small Business Subcontracting Plan (SEP 2023) Alternate II NOV 2016
52.222-3 Convict Labor JUN 2003
52.222-4 Contract Work Hours and Safety Standards - Overtime MAY 2018
Compensation
52.222-19 (Dev) Child Labor - Cooperation with Authorities and Remedies DEC 2022
(DEVIATION 2020-00019)
52.222-20 Contracts for Materials, Supplies, Articles, and Equipment JUN 2020
52.222-21 Prohibition Of Segregated Facilities APR 2015
52.222-26 Equal Opportunity SEP 2016
52.222-35 Equal Opportunity for Veterans JUN 2020
52.222-36 Equal Opportunity for Workers with Disabilities JUN 2020
52.222-37 Employment Reports on Veterans JUN 2020
52.222-40 Notification of Employee Rights Under the National Labor DEC 2010
Relations Act
52.222-43 Fair Labor Standards Act And Service Contract Labor AUG 2018
Standards - Price Adjustment (Multiple Year And Option
Contracts)
52.222-50 Combating Trafficking in Persons NOV 2021
52.222-52 Exemption from Application of the Service Contract Labor MAY 2014
Standards to Contracts for Certain Services--Certification
52.222-53 Exemption from Application of the Service Contract Labor MAY 2014
Standards to Contracts for Certain Services--Requirements
52.222-54 Employment Eligibility Verification MAY 2022
52.222-55 Minimum Wages for Contractor Workers Under Executive JAN 2022
Order 14026
52.222-62 Paid Sick Leave Under Executive Order 13706 JAN 2022
52.223-20 Aerosols MAY 2024
52.225-13 Restrictions on Certain Foreign Purchases FEB 2021
52.226-7 Drug-Free Workplace MAY 2024
52.226-8 Encouraging Contractor Policies To Ban Text Messaging MAY 2024
While Driving
52.227-1 Authorization and Consent JUN 2020
52.227-2 Notice And Assistance Regarding Patent And Copyright JUN 2020
Infringement
52.227-14 Rights in Data--General MAY 2014
52.229-3 Federal, State And Local Taxes FEB 2013
52.230-2 Cost Accounting Standards JUN 2020
52.230-6 Administration of Cost Accounting Standards JUN 2010
52.232-1 Payments APR 1984
52.232-8 Discounts For Prompt Payment FEB 2002
52.232-11 Extras APR 1984
52.232-16 Progress Payments NOV 2021
52.232-17 Interest MAY 2014
52.232-18 Availability Of Funds APR 1984
52.232-22 Limitation Of Funds APR 1984
52.232-23 Assignment Of Claims MAY 2014
52.232-25 Alt 1 Prompt Payment (Jan 2017) Alternate I FEB 2002
52.232-33 Payment by Electronic Funds Transfer--System for Award OCT 2018
Management
52.232-39 Unenforceability of Unauthorized Obligations JUN 2013
52.232-40 Providing Accelerated Payments to Small Business MAR 2023
Subcontractors
52.233-1 Disputes MAY 2014
52.233-3 Alt1 Protest After Award (Aug 1996) - Alternate I JUN 1985
52.233-4 Applicable Law for Breach of Contract Claim OCT 2004




52.242-1 Notice of Intent to Disallow Costs APR 1984
52.242-2 Production Progress Reports APR 1991
52.242-3 Penalties for Unallowable Costs DEC 2022
52.242-4 Certification of Final Indirect Costs JAN 1997
52.242-5 Payments to Small Business Subcontractors JAN 2017
52.242-13 Bankruptcy JUL 1995
52.243-1 Changes--Fixed Price AUG 1987
52.243-2 Changes--Cost-Reimbursement AUG 1987
52.244-5 Competition In Subcontracting AUG 2024
52.244-6 Subcontracts for Commercial Products and Commercial FEB 2024
Services
52.245-1 Government Property SEP 2021
52.245-9 Use And Charges APR 2012
52.246-24 Alt 1 Limitation Of Liability--High Value Items (Feb 1997) - APR 1984
Alternate [
52.246-26 Reporting Nonconforming Items. AUG 2024
52.249-2 Termination For Convenience Of The Government (Fixed- APR 2012
Price)
52.249-6 Termination (Cost Reimbursement) MAY 2004
52.249-8 Default (Fixed-Price Supply & Service) APR 1984
52.249-14 Excusable Delays APR 1984
252.201-7000 Contracting Officer's Representative DEC 1991
252.203-7000 Requirements Relating to Compensation of Former DoD SEP 2011
Officials
252.203-7002 Requirement to Inform Employees of Whistleblower Rights DEC 2022
252.203-7003 Agency Office of the Inspector General AUG 2019
252.204-7000 Disclosure Of Information OCT 2016
252.204-7003 Control Of Government Personnel Work Product APR 1992
252.204-7009 Limitations on the Use or Disclosure of Third-Party JAN 2023
Contractor Reported Cyber Incident Information
252.204-7012 (Dev) Safeguarding Covered Defense Information and Cyber MAY 2024
Incident Reporting (DEVIATION 2024-00013 REVISION1)
252.204-7015 Notice of Authorized Disclosure of Information for Litigation JAN 2023
Support
252.204-7018 Prohibition on the Acquisition of Covered Defense JAN 2023
Telecommunications Equipment or Services
252.204-7019 Notice of NIST SP 800-171 DoD Assessment Requirements NOV 2023
252.204-7020 NIST SP 800-171 DoD Assessment Requirements NOV 2023
252.204-7022 Expediting Contract Closeout MAY 2021
252.205-7000 Provision Of Information To Cooperative Agreement Holders JUN 2023
252.206-7000 Domestic Source Restriction AUG 2023
252.208-7000 Intent To Furnish Precious Metals As Government--Furnished DEC 1991
Material
252.209-7004 Subcontracting With Firms That Are Owned or Controlled By MAY 2019
The Government of a Country that is a State Sponsor of
Terrorism
252.209-7007 Prohibited Financial Interests for Lead System Integrators DEC 2022
252.209-7009 Organizational Conflict of Interest--Major Defense MAY 2019
Acquisition Program
252.211-7007 Reporting of Government-Furnished Property MAR 2022
252.211-7008 Use of Government-Assigned Serial Numbers SEP 2010
252.223-7004 Drug Free Work Force SEP 1988
252.225-7000 Buy American--Balance Of Payments Program Certificate FEB 2024
252.225-7001 Buy American and Balance of Payments Program FEB 2024
252.225-7003 Report of Intended Performance Outside the United States OCT 2020
and Canada--Submission with Offer
252.225-7004 Report of Intended Performance Outside the United States JUL 2024
and Canada--Submission After Award
252.225-7009 Restriction on Acquisition of Certain Articles Containing JAN 2023




Specialty Metals

252.225-7012 Preference For Certain Domestic Commodities APR 2022
252.225-7016 Restriction on Acquisition of Ball and Roller Bearings JAN 2023
252.225-7030 Restriction On Acquisition Of Carbon, Alloy, And Armor DEC 2006
Steel Plate
252.225-7048 Export-Controlled Items JUN 2013
252.225-7052 Restriction on the Acquisition of Certain Magnets, Tantalum, MAY 2024
and Tungsten.
252.226-7001 Utilization of Indian Organizations, Indian-Owned Economic JAN 2023
Enterprises, and Native Hawaiian Small Business Concerns
252.227-7000 Non-estoppel OCT 1966
252.227-7001 Release Of Past Infringement SEP 2019
252.227-7011 Assignments AUG 1984
252.227-7012 Patent License And Release Contract DEC 2022
252.227-7013 Rights in Technical Data--Other Than Commercial Products MAR 2023
and Commercial Services
252.227-7014 Rights in Other Than Commercial Computer Software and MAR 2023
Other Than Commercial Computer Software Documentation
252.227-7015 Technical Data--Commercial Products and Commercial MAR 2023
Services
252.227-7016 Rights in Bid or Proposal Information JAN 2023
252.227-7019 Validation of Asserted Restrictions--Computer Software JAN 2023
252.227-7020 Rights In Special Works JUN 1995
252.227-7025 Limitations on the Use or Disclosure of Government-Furnished Information Marked with Restrictive Legends JAN 2023
252.227-7030 Technical Data--Withholding Of Payment MAR 2000
252.227-7037 Validation of Restrictive Markings on Technical Data JAN 2023
252.227-7038 Patent Rights--Ownership by the Contractor (Large Business) JUN 2012
252.231-7000 Supplemental Cost Principles DEC 1991
252.232-7010 Levies on Contract Payments DEC 2006
252.232-7017 Accelerating Payments to Small Business Subcontractors-- DEC 2022
Prohibition on Fees and Consideration
252.234-7004 Cost and Software Data Reporting System--Basic NOV 2014
252.236-7002 Obstruction of Navigable Waterways DEC 1991
252.242-7004 Material Management And Accounting System MAY 2011
252.242-7005 Contractor Business Systems FEB 2012
252.242-7006 Accounting System Administration FEB 2012
252.243-7001 Pricing Of Contract Modifications DEC 1991
252.243-7002 Requests for Equitable Adjustment DEC 2022
252.244-7000 Subcontracts for Commercial Products or Commercial NOV 2023
Services
252.244-7001 Contractor Purchasing System Administration MAY 2014
252.245-7001 Tagging, Labeling, and Marking of Government-Furnished APR 2012
Property
252.245-7002 Reporting Loss of Government Property JAN 2021
252.245-7003 Contractor Property Management System Administration APR 2012
252.245-7004 (Dev) Reporting, Reutilization, and Disposal (DEVIATION 2022- NOV 2021
252.245-7005 00006)Management and Reporting of Government Property JAN 2024
252.246-7001 Alt 1T Warranty Of Data (Mar 2014) - Alternate I MAR 2014
252.246-7003 Notification of Potential Safety Issues JAN 2023
252.246-7006 Warranty Tracking of Serialized Items MAR 2016
252.246-7007 Contractor Counterfeit Electronic Part Detection and JAN 2023
Avoidance System
252.246-7008 Sources of Electronic Parts JAN 2023
252.247-7023 Transportation of Supplies by Sea JAN 2023

H CLAUSES

H-209-H004 RESTRICTIONS RESULTING FROM POTENTIAL ORGANIZATIONAL CONFLICT OF

INTEREST (NAVSEA) (NOWV 2022)




(a) "Organizational Conflict of Interest"’ means that because of other activities or relationships with other persons. a
person is unable or potentially unable to render impartial assistance or advice to the Government. or the person’s
objectivity in performing the contract work is or might be otherwise impaired. or a person has an unfair competitive
advantage. "Person" as used herein includes Corporations. Partnerships. Joint Ventures. and other business
enterprises.

(b) It is recognized that the effort to be performed by the Contractor under this contract may create a potential
organizational conflict of interest on the instant contract or on a future acquisition. In order to avoid this potential
conflict of interest. and at the same time to avoid prejudicing the best interest of the Government, the right of the
Contractor to participate in future procurement of equipment or services that are the subject of any work under this
contract shall be limited in accordance with FAR 9.5.

() The Confractor agrees that to prevent the existence of conflicting roles and unfair competitive advantage. during
the performance of this contract and for a period of three years after completion of performance of this contract. the
Contractor, any affiliate. subcontractor. consultant, or employee of the Contractor, any joint venture. any entity into
or with which it may subsequently merge or affiliate. or any other successor or assign of the Contractor. shall not
furnish to the United States Government. either as a prime contractor or as a subcontractor, or as a consultant to a
prime contractor or subcontractor, any system. component or services which is the subject of the work to be
performed under this contract, unless an exception under FAR 9.505 exists. This exclusion also does not apply to
any work covered by FAR 9.505-2 (a)(3) or (b)(3) or recompetition for those systems. components or services
furnished pursuant to this contract.

(d) Nothing in this requirement is intended to prohibit or preclude the Contractor from marketing or selling to the
United States Government its product lines in existence on the effective date of this conftract: nor. shall this
requirement preclude the Contractor from participating in any research and development or delivering any design
development model or prototype of any such equipment. Additionally. sale of catalog or standard commercial items
are exempt from this requirement.

(e) The Contractor shall include this requirement in subcontracts of any tier which involve access to information or
sitnations/conditions covered by the preceding paragraphs. substituting "subcontractor" for "contractor" where
appropriate.

(f) The rights and remedies described herein shall not be exclusive and are in addition to other rights and remedies
provided by law or elsewhere included in this conftract.

(g) Compliance with this requirement is a material requirement of this contract.

CLAUSES INCORPORATED BY FULL TEXT

52.204-21 BASIC SAFEGUARDING OF COVERED CONTRACTOR INFORMATION SYSTEMS (NOV 2021)
(a) Definitions. As used in this clause--

Covered contractor information system means an information system that is owned or operated by a contractor that
processes, stores, or transmits Federal contract information.

Federal contract information means information. not intended for public release. that is provided by or generated for
the Government under a contract to develop or deliver a product or service to the Government. but not including
information provided by the Government to the public (such as on public websites) or simple transactional
information, such as necessary to process payments.
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medinm or form, including textual numerical. graphic, cartographie, narrative, or andiovisual (Committes on
National Security Systems Instruction (CISSI) 4008).

Information system means a discrete set of information resources organized for the collection, processing,
maintenance, use, shanng, dissemination, or disposition of information (44 U.S.C. 3502).

Safesuarding means measures or controls that are prescribed to protect information systems_

(b} Safegnarding requirements and procedures.

(1) The Contracter shall apply the following basic safeguarding requirements and procedures fo protect covered
confractor information systems. Fequirements and procedures for baszic safeguarding of covered contractor

mformation systems shall include, at a minimum_ the following security controls:

(1) Limit information system access to authonzed users, processes acing on behalf of authorized users, or devices
(including other mformation systems).

(it} Limit mformation system access to the types of ransactions and functions that authorized users are permitted to
execute.

(i) Venfy and controllimit connections to and use of external information systems._

(1v) Control mformation posted or processed on publicly accessible information systems.

(v) Identfy mformation system users, processes acting on behalf of users, or devices.

(w1) Authenticate (or verify) the idenfiies of those users, processes, or devices, as a prerequisite to allowing access
T.u;r“:;'ga.n'i.za‘l'i.onal mformation systems.

(vu) Samtize or destroy information system media contaiming Federal Contract Information before disposal or
release for reuse.

(w1} Linut physical access to organizational information systems, equipment, and the respective operating
environments to authorized mdividuals.

(1x) Escort visitors and monitor visitor activity; maintain audit logs of physical access; and control and manage
physical access devices.

{x) Momitor, control, and protect orgamzational communications (1e., information transmitted or recerved by
orgamzationzl mformation systems) at the external boundanes and key mnternal boundaries of the information
systems.

(xi) Implement subnetworks for publicly accessible system components that are physically or logieally separated
from internal networks.

(xi1) Identify, report, and comect imformation and information system flaws 1n 2 imely manner.

(xiii} Provide protection from malicious code at appropriate locations within organizational mformation systems.

{x1v) Update mahicious code protection mechamzms when new
releases are available.

{xv) Perform penodic scans of the mformation system and real-ime scans of files from external sources as files are
downloaded, opened. or executed.

(2) Other requurements. This clause does net relieve the Contractor of any other specific safeguarding requirements

specified by Federal agencies and departments relating to covered contractor information systems generally or other
Federzal safegnarding requrements for controlled unclassified mmformation (CUT) as established by Executive Ovder

13556,

(2} Subcontracts. The Contractor shall inelude the substance of this clause, including thas paragraph (c), in
subcontracts under this contract (includmg subcontracts for the acqmsition of commercial products or commercial
sarvices, other than commercially available off-the-shelf ttems), in which the subcontractor may have Federal
confract infermation residing m or transiting through its information system.

(End of clause)

52.204-23 PROHIBITION ON CONTERACTING FOR CERTAIN TELECOMMUNICATIONS AND VIDEQ
SURWEILLAMNCE SEEVICES OF EQUIPMENT (MOV 2021)



(a)} Definiions. As used m this clause—-

Backhaul means mntermediate inks between the core network, or backbone network, and the small subnetworks at
the edge of the network (e.z.. connectng cell phones/towers to the core telephone network). Backhaul can be
wireless (e. g, mucrowave) or wired {e.g., fiber ophic, coaxial cable, Ethernat).

Covered foreign country means The People's Republic of Chuna.
Coverad telecommunications egupment or services Means—

(1) Telecommunications equipment produced by Huawei Technologies Company or ZTE Corporation (or any
subsidiary or affiliate of such entities);

(2) For the purpose of public safety, security of Government facilities, physical security sumrveillance of eritical
mfrastructure, and other national secunty pwposes, video surveillance and telecommunications equipment produced
by Hyterz Commumications Corporation, Hangzhon Hikvision Dhgital Technology Company, or Dabua Technology
Company (or any subsidiary or affiliate of such enfities);

(3} Telecommunications or video survelllance services provided by such entities or using such equipment; or

(4) Telecommunications or video survelllance equipment or services preduced or provided by an entity that the
Secretary of Defense, in consulfation with the Director of Mational Intellizence or the Durector of the Federal Burean
of Investigation, reasonably believes to be an enfity owned or controlled by, or otherwize connected to, the
government of a covered foreizn countiy.

Cnfical technology means—-

(1) Defense articles or defense services included on the United States Munifions List set forth in the Infernational
Traffic in Arms Regulations under subchapter M of chapter I of title 22, Code of Federal Regulations;

(2) Items included on the Commerce Control List set forth in Supplement Mo 1 to part 774 of the Export
Admimistration Regulations under subchapter C of chapter VII of fitle 15, Code of Federal Regulations, and
contrallad--

(1} Pursuant to multilateral regimes, including for reasons relating to national secunty, chemieal and bielogical
weapons prohiferaion, nuclear nonproliferation, or mussile technology; or

(11} For reasons relating to regional stability or swreptitious listening;

(3) Specially designed and prepared muclear equipment, parts and compenents, matenals, soffware, and technelogy
covered by part 810 of title 10, Code of Federal Regulations (relating to assistance to foreign atomic energy
activifies);

(4) Muclear facilities, equipment, and matenal covered by part 110 of aitle 10, Code of Federal Regulations (relating
to export and import of nuclear equipment and material);

(5} Select agents and toxins coversd by part 331 of title 7, Code of Federal Regulations, part 121 of fitle 9 of such
Code, or part 73 of title 42 of such Code; or

(6) Emerging and foundational technologies controlled pursuant to section 1758 of the Export Control Feform Act
of 2018 (50 U.5.C. 4817).

Interconnection amangements means arangements governg the physical connection of two or more networks to
allow the use of another’s network to hand off traffic where 1t 15 ultimately delivered (e.g., connection of a customer
of telephone provider A to a customer of telephone company B) or shanng data and other mfermation resources.

Reasonable inquity means an inquiry designed to uncover any mformation in the enfity's possession about the
wdentity of the producer or provider of covered telecommumeations equpment or services used by the enfity that
excludes the need to mneclude an internal or third-party audit.

Foaming means cellular communications services (e.g.. volce, video, data) received from a visited network when
unable to connect to the facilities of the home network sither because s1gnal coverage 1= too weak or because traffic
1s too high

Substanhal or essential component means any component necessary for the proper function or performance of a
piece of equipment, system. or service.

(b} Prolubition.

(1) Section E39(a) 1 A) of the Joln 5. MeCain National Defense Authorization Act for Fiseal Year 2019 (Pub. L.
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extending or renewing a confract to procure or obtamn, any equipment, system. or service that uses covered
telecommumications equipment or services as a substanfial or essentizal component of any system, or as enfical
technology as part of any system. The Contractor 15 prehibited from providmg to the Government any equipment,
system. or service that nses covered telecommunications equipment or services as a substantial or essential
component of any system, or as entical technology as part of any system, unless an exception at paragraph (e) of this
clause applies or the covered telecommunication equipment or services are coverad by a2 walver descnibed in FAR.
42104,

(2) Sectron 889z} 1B} of the John 5. McCain Natonal Diefense Authorization Act for Fiscal Year 2019 (Pub. L.
115-232) prohibits the head of an execufive agency on or after Aupguwst 13, 2020, from entering inte a contfract, or
extending or renewing a confract, with an entity that uses any equpment, system, or service that uses covered
telecommunications equipment or services as 3 substantial or essential component of any system or as crifical
technology as part of any system unless an exception at paragraph (c) of thus clause applies or the coverad
telecommunication equipment or services are covered by a walver deseribed m FAR 42104, This prolubition
apphes to the use of coverad telecommmmnications equipment or services, regardless of whether that use 1z in.
performance of work under 2 Federzl contract.

(2} Exceptions. This clause does not prohibit contractors from providing—-

(1} A service that connects to the facilifies of a thard-party, such as backhaul, roaming, or mterconnecton
arrangements; or

(2} Telecommunications equpment that cannot route or redirect user data traffic or perout wisibility info any wser
data or packets that such equipment fransmits or otherwise handles.

(d) Reporting requirement.

(1} In the event the Contractor identifies covered telecommunications equpment or services used as a substanfial or
eszenhal component of any system, or as cnifical technology as part of any system, dunng confract performance, or
the Contractor is notified of such by a subcontractor at any fier or by any other souwrce, the Contractor shall report the
mformation in paragraph (d){2) of this clause to the Contracting Officer, unless elsewhere in this confract are
establizhed procedures for reporting the information; in the case of the Department of Defensze the Contractor shall
report to the website at httos://dibnet. dod 1l For indefimte delivery contracts, the Contractor shall report to the
Confracting Officer for the indefimte delrvery contract and the Contracting Officer(s) for any affected order or, in
the case of the Department of Defenze identify both the mdefinite delivery contract and any affected orders in the

report provided at https-(dibnet dod mal
(2) The Contractor shall report the following mformation pursuant to paragraph (d31) of this elause:

(1) Within one business day from the date of such identification or notification: The confract oumber; the order
number(s), if applicable; supplier name; supplier unique entity identifier (1if known); supplier Commercizl and
Government Entity (CAGE) code (1f known); brand; model mumber (original equpment mamfacturer number,
manufacturer part mumber, or wholesaler number); item description: and any readily available nformation about
mifigation actions undertzken or recommendad.

(1) Within 10 business days of submutting the information in paragraph {d){2M1) of this clause: Any further available
mformanon about mitization achions undertzken or recommended. In addiion, the Contractor shall deseribe the
efforts it undertook to prevent use or submission of covered felecommunications equipment o1 services, and any
additional efforts that will be incorporated to prevent future use or submission of covered telecommunications
equipment or services.

(e} Subcontracts. The Contractor shall insert the substance of this clause, including this paragraph (&) and excluding

paragraph (&}(2), m all subcontracts and other contractual mstruments, meluding subcontracts for the acquisiion of
commercial products or commercial services.

(End of clause)

252.211-7003 ITEM UNIQUE INDENTIFICATION AND VALUATION

252.239-7016

TELECOMMUNICATIONS SECURITY EQUIPMENT, DEVICES, TECHNIQUES, AND SERVICES



